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1	Decision/action requested
[bookmark: _Hlk64897434]Include the proposed changes in TR 28.826.
2	References
[bookmark: _Hlk83628987][1]		3GPP TR 28.826: "Study on Nchf charging services phase 2 improvements and optimizations"
3	Rationale
Including a reference to Payload Data.
4	Detailed proposal
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[bookmark: _Toc136329457]5.1.5.15	Solution #1.15: IoT Charging information Optimization
A possible solution for key issues #1f and #1g covering requirements REQ-CH_INFO-03, optimization of charging information.
Currently, charging for data transfer is based on volume based measurement of the connections in down and uplink directions which has been enhanced to cover big data transfers.
The payload data considered in this is IoT related data (e.g. through Small Data Transmission procedure as referenced in 3GPP TS 38.300 [x], which can trigger Charging Data Requests messages towards CHF. 

This solution would bring the following advantages for IoT Charging:
· Charging for loT subscriptions (which can be devices, group of devices, loT applications, external Identifiers) is simplified.
· Overload of charging system due to many CDRs, one CDR per payload, may be avoided, by reducing the number of requests to Charging, limit down the Charging Data to IoT related one.
· A new option to control loT devices and/or their environment, on this case its considered that each IoT device corresponds to a PDU Session (one UE and one subscriber).
The solution proposes the availability of a new count for the measurement and calculation of NIDD (Non-IP Data Delivery) of the Charging Data Request, and the availability of new default triggers specific to IoT use cases.
The Message Payload is a PFCP session related message (N4 Interface between UPF and SMF) as specified in 3GPP TS 29.244 [19]. The new attributes Payload-Input-Count and Payload-Output-Count, would be used to indicate the number of times/events each one of an input payload for the subscription and an output payload from the subscription are delivered., it would subsequently generate the respective charging information, once it reaches a threshold leading to a reduction of Charging Requests towards CHF.
A payload can be defined as trigger. The basic trigger mechanism is specified in 3GPP TS 32.290 [12]
According to 3GPP TS 32.255 [2], when a PDU session starts, and the converged charging is activated, the SMF invokes a Charging Data Request [Initial] towards the CHF to get authorization to start based on the default triggers. The SMF is optionally provided in a Charging Data Response [Initial] to override the default triggers, with a set of chargeable event triggers to be enabled, and the associated category (on this case deferred report).
The triggers remain active until they are updated or disabled by subsequent Charging Data Response [Update] from the CHF or the PDU session is terminated.
Example of Payload Triggers in 3GPP TS 32.255[2] table 5.2.1.4.1
Table 5.1.5.15-1: Extension to default trigger conditions in SMF
	Trigger Conditions
	Trigger level
	Converged Charging default category

	Offline only charging default category

	CHF allowed to change category
	CHF allowed to enable and disable
	Message when "immediate reporting" category

	Limit per PDU session
	Charging Data Request [Update]

	IoT payload threshold reached
	PDU session
	Immediate
	Immediate
	No
	Yes
	



According to 3GPP TS 32.255 [2], when a PDU session starts, and the converged charging is activated, the SMF invokes a Charging Data Request [Initial] towards the CHF to get authorization to start based on the default triggers. The SMF is optionally provided in a Charging Data Response [Initial] to override the default triggers, with a set of chargeable event triggers to be enabled, and the associated category (on this case deferred report).
If the IoT Payload Threshold trigger is enabled then a new count in the CDR is started, it only creates a CDR once it reaches the threshold (3GPP TS 32.255 [2], step 16ch-a of Figure 5.1.5.15-1)
The triggers remain active until they are updated or disabled by subsequent Charging Data Response [Update] from the CHF or the PDU session is terminated.
Example of Payload-Input-Count and Payload-Output-Count in the Charging Data Request Message in 3GPP TS 32.290 [12] table 7.1:

Table 5.1.5.15-2: Extension to Common Data structure of Charging Data Request
	Information Element
	Category
	Description

	Payload-Input-Count
	OC
	This field indicates a number of times the input payload for the subscription is delivered

	Payload-Output-Count
	OC
	This field indicates the number of times the output payload from the subscription is delivered
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